**TrapD**

Honeypot solutions which provide additional security protection designed to trap a hacker into a decoy system thus unknowingly revealing its modus operandi

- Provides in house threat intelligence collection mechanism
- Enhances OT + ICS + IT security

**Figure: System configuration of the proposed solution**

Deployed within the network, TrapD acts like an actual system, waits for requests and responds accordingly, keeps malicious actor engaged by serving several vulnerabilities incorporated intentionally.

**Features**

Flexible deployment either at intranet or on the Internet, Continuous monitoring, Near real time notification, Scalable up to 36 subnets 108 decoys 200 concurrent clients.